
Safety agreement

In order to fulfil the order, the Contractor shall contain

 …........................................................................................................................

and to the extent agreed there the possibility to register at the communication network of delosfoto GmbH. 

He is exclusively authorized to

 …...............................................................................................................................................................

In order to meet the requirements of data protection and IT security, the Contractor undertakes to comply 
with the following security measures: 

1. Exclusive use of the hardware and software released or licensed by the customer.

2. Exclusive use of the communication connections released by the client.

3. Use of hardware, software and information exclusively for the fulfilment of the agreed tasks.

4. Exclusive use of media that have been checked for malware.

5. Use of secure passwords (minimum length of 8 digits and alphanumeric). These are stored in 
6. a sealed envelope at the client's premises.
 
7. Use only of the rights assigned within the scope of the agreed service.

8. Immediate notification of detected security gaps to the client.

9.  Compliance with all IT security guidelines notified to the contractor.

Groß-Umstadt, date  …..........................................

…........................................................................................ …....................................................................................................

Client delosfoto GmbH             Contractor <Name>; <Position>
                                                               Company <Contractor

S. Thomas, CEO <Adress Contractor>
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